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n) Personelin çalışma alanlarında, "Temiz Ekran/ Temiz Masa" prensiplerine uygun olarak, 
"Tasnif Dışı" özellikteki bilgiler dışında bilgilerin, başkalarınca görülmesine imkan 
verilmeyecek şekilde önlemler alınacaktır.

o) ARY Holding, BGYS'nin uygulanması için çatı standart olarak ISO 27001 :2022 BGYS 
standardını, teknik olarak ISO 27002:2022 (BGYS) Uygulama Prensipleri tekniklerine 
uyum sağlamayı hedeflemektedir. ARY Holding, BGYS' ye ek olarak ISO 27701 :2025 
(KVYS) kılavuzunu da kişisel veri koruma için uygulamayı hedeflemektedir.

p) ARY Holding'in mevcut stratejik iş planı ve risk yönetimi çerçevesi, BGYS'nin kurulup 
sürekliliğinin sağlanması için ilgili riskleri belirlemek, tanımlamak, değerlendirmek ve 
kontrol etmek işlevini yerine getirmektedir.

q) Risk değerlendirme, uygulanabilirlik bildirimi ve risk müdahale planı, bilgi ile ilgili risklerin 
nasıl kontrol edildiğini açıklamaktadır. Bilgi Güvenliği Yöneticisi ve Bilgi Sistemleri 
Yöneticisi, risk müdahale planının yönetiminden ve idamesinden sorumludur. Ek risk 
değerlendirmeleri, gerekli olduğu takdirde, belirli riskler için uygun kontroller belirlemek 
amacıyla yürütülebilir.

r) özellikle, iş sürekliliği ve acil durum planları, veri yedekleme işletme dokümanları, 
virüslerden ve bilgisayar korsanlarından sakınma, erişim kontrol sistemleri ve bilgi 
güvenliği ihlal bildirimi, bu politika için esastır.

Tüm ARY Holding ve bağlı kurum çalışanlarının ve BGYS'nde tanımlanan belirli kurum dışı 
tarafların bu politikaya ve bu politikayı uygulayan BGYS' ye uymaları beklenmektedir. Tüm 
personel ve belirli şirket dışı taraflar, uygun eğitimi alacaklardır. 

BGYS, sürekli ve sistematik değerlendirme ve geliştirmeye tabidir. 

ARY Holding, BGYS çerçevesini desteklemek ve güvenlik politikasını periyodik olarak 
gözden geçirmek amacıyla, ARY Holding yönetimi tarafından yönetilen ve Bilgi Güvenliği 
Yöneticisi ile diğer yöneticilerin dahil olduğu bir bilgi güvenlik komitesi oluşturmuştur. 

Bu politika, risk değerlendirmede veya risk müdahale planındaki değişikliklere yanıt vermek 
amacıyla yılda en az bir kez gözden geçirilecektir. 
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